Troubleshooting Instructions

Troubleshooting Instructions

Collaboration Server (RMX) Web Client Installation -
Troubleshooting Instructions

If a Browser Environment Error occurs, close all the Internet Explorer sessions and reconnect
to the MCU.

if the problem persists, you can run the Automatic Troubleshooting Utility or perform the
Troubleshooting Procedures manually.

Q) Polycom RealPresence’ Collaboration Server

Install RMX Manage

The Manual Troubleshooting Procedures include several procedures that can be performed in
order to solve the connection error. At the end of each procedure, check if you can connect to
the MCU and if the problem persists, perform the next procedure.

In Secured Mode (https//:), the DNS name specified in the RMX’s Certificate must correspond with

@ that of the DNS Server used by the Client that is connecting to the RMX.

The following troubleshooting procedures can be performed manually:

Polycom, Inc.

Procedure 1: Ending all Internet Explorer Sessions

Procedure 2: Deleting the Temporary Internet Files, Collaboration Server Cookie and
Collaboration Server Object

Procedure 3: Managing Add-ons Collisions

Procedure 4: Browser Hosting Controls (Optional)
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Procedure 1: Ending all Internet Explorer Sessions

In some cases, although all the Internet Explorer sessions were closed, the system did not
end one or several IE processes. These processes must be ended manually.

To end all Internet Explorer sessions:
1 Start the Task Manager and click the Processes tab.

2 Select an iexplore process and click the End Process button.

-

1% Windows Task Manager

S

File Options View Help

Applications | Processes |Services I Performance I Metworking I Users |

Image Mame

User Name CPU  Memory (... Descripton  *

 iexplore.exe

varda

oo

793,320 K Internet

scan3z.exe
iexplore.exe
explorer.exe
OUTLOOK.EXE
FrameMaker....
svchost.exe
meshield. exe
dwm.exe
svchost.exe
svchost.exe
iexplore.exe
iexplore.exe
svchost.exe
CSrss.exe

SYSTEM
varda
varda
varda
varda
SYSTEM
SYSTEM
varda
SYSTEM
SYSTEM
varda
varda
LOCAL ...
SYSTEM

ilv}
0z
ilv}
01
ilv}
ilv}
ilv}
0z
ilv}
ilv}
ilv}
ilv}
ilv}
ilv}

199,144 K
121,116 K Internet ...
65,060 K Windows ...
57,356 K Microsoft ...
56,176 K AdobeFr...
42,020K  HostProc...
41,924K  On-Acces...
41,104K  Desktop ...
40,420 K HostProc...
35,388 K HostProc...
27,984K  Internet...
18,804K Internet...
15,076 K HostProc...
14,296 K ClientSer... =

Show processes from all users

Processes: 128

CPU Usage: 12%

Physical Memory: 94%
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3  Repeat this process for all iexplore processes that are currently active.

4  Close the Windows Task Manager dialog box.

5 Open the Internet Explorer and connect to the MCU.

If the problem persists, continue with Procedure 2.

Procedure 2: Deleting the Temporary Internet Files, RMX Cookie and RMX

Object
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If at the end of Procedure 1 the error message is still displayed, and you cannot connect to
the MCU, perform the following operations:

*  Delete the Temporary Internet files
*  Delete the RMX/Collaboration Server Cookie
*  Delete the RMX/RMX ActiveX Object
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Deleting the Temporary Internet Files

To delete the Temporary files:

1

2

In the Internet Explorer, click Tools > Internet Options.

The Internet Options dialog box opens.

In the Browsing history pane, click the Delete button.

' ™
Internet Options M

General |Securit\-I I Privacy I Content I Connections | Programs I Advanoed|

Home page
l/? To create home page tabs, type each address on its own line.
4 @@
& http://go.microsoft.com/fwlink/7Linkld=69157| -

[ Use current ][ Use default ][ Use blank

Browsing history

[ Delete temporary files, history, cookies, saved passwords,
v ,-' and web form information.

|| Delete browsing history on exit

Delete... ] [ Settings ]

Search
; }  Change search defaults,
Tabs
| Change how webpages are displayed in
S
Appearance
[ Colors ][ Languages H Fonts ][ Accessibility ]

[ QK J[ Cancel ] Apply

L

J

The Delete Browsing History dialog box opens.

Troubleshooting Instructions
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3 Itisrecommended to delete only the Temporary Internet files.

By default, the Cookies option is also selected. Clear it if you do not want to clear the
cookies from your computer.

Lo

Delete Browsing History @

Preserve Favorites website data

Keep cookies and temporary Internet files that enable your favorite
websites to retain preferences and display faster.

Temporary Internet files
Copies of webpages, images, and media that are saved for faster
jewing.
Cookies
Files stored on your computer by websites to save preferences
such as login information.
[ History
List of websites you have visited.

7] Form data
Saved information that you have typed into forms.

7] Passwords
Saved passwords that are automatically filled in when you sign in
to a website you've previously visited.

|| InPrivate Filtering data

Saved data used by InPrivate Filtering to detect where websites may
be automatically sharing details about your visit.

About deleting browsing history ’ Delete ] [ Cancel

4  Click the Delete button.

5  When the process is complete, the system return to the Internet Options dialog box.
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Deleting the RMX/Collaboration Server Cookie

To delete the RMX Cookie:

6

The Temporary Internet Files and History Settings dialog box opens.

Troubleshooting Instructions

In the Internet Options dialog box - Browsing History pane, click the Settings button.

p
Internet Options

R

General |Securit5-I I Privacy I Content I Connections | Programs I Advanoed|

Home page

To create home page tabs, type each address on its own line.

[ Use current ][ Use default ][ Use blank

Browsing history
T Delete temporary files, history, cookies, saved passwords,
v ,-' and web form information.

|| Delete browsing history on exit

Delete... d [ Settings ]

Search
p- Change search defaults.
Tabs
— Change how webpages are displayed in
1 tabs.
Appearance
Colors ] [ Languages ] [ Fonts ] [ Accessibility ]

L

[ QK ][ Cancel ] Apply

J

7  Click the View files button.

L5

s ™
Temporary Internet Files and History Settings ﬁ

Temporary Internet Files

Internet Explorer stores copies of webpages, images, and media
for faster viewing later.

Check for newer versions of stored pages:

(@) Every time I visit the webpage
() Every time I start Internet Explorer
() Automatically
() Never

Disk space to use (3-1024MEB) 50 =

(Recommended: 50-250MB)
Current location:

C:\Usersvarda\AppDataLocalMicrosoft\Windows\Temporary
Internet Files\,

[ Move folder... ] [ View objects q[ View ﬁles)

History

Specify how many days Internet Explorer should save the list
of websites you have visited.

Days to keep pages in history: 0 =

J

The Windows Explorer screen opens, listing Windows Temporary Internet Files.
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10

11

Deleting the RMX/Collaboration Server ActiveX Object

Browse to the RMX/ RMX cookie.

The cookie is listed in the format: cookie:user name@RMX/RMX IP address. For

example: cookie:valerie@172.22.189.110.
Right-click the RMX cookie and click Delete.

cookievg—--2132 22908 1401 P
& cookievg Open

] Open in New Window
& cookievg
B cookievs Add To Favorites
& cookievg Copy
& cookievg

|

& cookievd
& cookievg Properties

The system prompts for confirmation.

Click Yes.
The cookie is deleted.

Close the Windows Explorer screen.

To delete the RMX/RMX ActiveX Object:

12 In the Temporary Internet Files and History Settings dialog box, click the View objects

button.

Temporary Internet Files and History Settings ﬁ

Temporary Internet Files

Internet Explorer stores copies of webpages, images, and media
for faster viewing later.

Check for newer versions of stored pages:
@) Every time I visit the webpage
_ Every time I start Internet Explorer
~) Automatically
) Mewver

Disk space to use (3-1024MEB) 50 =
{Recommended: 50-250MB)

Current location:

C:\Usersvarda\AppDataLocalMicrosoft\Windows\Temporary
Internet Files\,

[ Movefolder...(][ View objects ]D View files

History

Specify how many days Internet Explorer should save the list
of websites you have visited.

Days to keep pages in history: 0 =

L

S

The Windows Explorer screen opens, listing the Windows Downloaded Program Files.
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13 Right-click the EMA.ClassLoader.dll and then click Delete.

Mame :
desktop.ini

%] EMA.ClassLoader.dll

B FP_AX_CAB_INSTALLE

% ieatgpc.dll

4 | ieatgpc.inf

= JuniperExt.exe

4 | JuniperSetupClient.INI

(%] JuniperSetupClient.oq

4 | swilash.inf

Date modified Type

14-Jul-09 7:52 AM

Select Left Side to Compare
Open with...
W Scanforthreats...

B  Addto archive...

B Addto "EMA.ClassLoader.rar”

B  Compress and email...

B  Compress to "EMA.ClassLoader.rar” and email

Restore previous versions
Send to 3

Cut
Copy

Create shortcut

Configuration sett...

14

15
16
17
18
19

Rename

Properties

The system prompts for confirmation.

Click Yes.
The RMX object is deleted.

Close the Windows Explorer screen.

Size

1KB
376 KB

3,048 KB

282 KB
1KB
394 KB
1KB
234 KB
1KB

Troubleshooting Instructions

In the Temporary Internet Files and History Settings dialog box, click OK.

In the Internet Options dialog box, click OK to close it.

Close the Internet Explorer session and reopen it.
Connect to the RMX.

If the problem persists, continue with Procedure 3.

Procedure 3: Managing Add-ons Collisions

Polycom, Inc.

In some cases, previously installed add-ons, such as anti virus programs can create
collisions between applications and prevent the installation of a new add on. Disabling these
add-ons may be required in order to install the RMX Web Client.
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To disable an add-on:

1 In the Internet Explorer, click Tools > Manage Add-ons.
The Manage Add-ons - Toolbars and Extensions dialog box opens.

2 Scroll to the add-on to disable (for example, the anti virus add-on), right-click it and
then click Disable.

Alternatively, select the add-on and click the Disable button.
Manage Add-ons ==

View and manage your Internet Explorer add-ons

Add-on Types Name Publisher Status File date Version Load time -
- STIAILIEIELL Cidss AUUUE SYSLEMIS, MILUIPU..  CHduiEd UJSIEPSLL FUJ P LULLSS [FEVTRS
&} Toolbars and Bxtensions
: GoogleInc
4~ Search Providers Google Toolbar GoogleInc Enabled 11-lan-124:43PM  7.22427.23.. 00ls
Bl Accelerstors Google Toolbar Helper Google Inc Enabled 1l-Jan-124:43PM 72242723, 00L1s
€ InPrivate Filtering Google Toolbar Notifier BHO  GoogleInc Enabled 150an121217PM 57722711, D06s
McAfee, Inc. =

b Enabled 25-Mar-1012:18 PM
c Enabled 25-Mar-1012:18 PM 3000 0.03s

Microsoft ¢ Columns
XMLDON  Group By b
Windows|  SortBy >
SharePoir oy
Show: Microsoft

Currently loaded add-ons > MNameCtrlcra

McAfee SiteAdvisor Toolbar

orperation Enabled 20-Mov-10 219 PM  8.110.7601....

orperation Enabled 20-Mov-10 221 PM  12.0.7601.1...

orperation Enabled 06-Mar-093:23 AM  12.064231...

orperation Enabled 30-May-1110:32 PM  4.060531.0

orperation Enabled 06-Mar-09 3:04 AM  12.064231... d

More Information

McAfee, Inc.
Version: 3000 Type: Toolbar
File date: Search for this add-en via default search provider

Mare information

Disahle
Find more toclbars and extensions... Close
Learn more about toolbars and extensions

3  Click the Close button to close this dialog box.
4  Connect to the RMX.

If the problem persists, continue with the Procedure 4.

Procedure 4: Browser Hosting Controls (Optional)
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If the Collaboration Server (RMX) Web Client does not load and run after Procedures 1-3 have
been performed, the reason may be that .NET Framework 4 or higher is running on the
workstation with Managed Browser Hosting Controls disabled.

Managed Browser Hosting Controls is an Internet Explorer operating mode required by the
Collaboration Server (RMX) Web Client. By default, .NET Framework 4 and higher are not
enabled to support Managed Browser Hosting Controls.

Perform Procedure 4 to:
*  Determine whether .NET Framework 4 or higher is running on the workstation.
*  Determine whether a 32-bit or 64-bit version of Windows is running on the workstation.
*  Enable Managed Browser Hosting Controls if .NET Framework 4 or higher is running on
the workstation.
To enable Managed Browser Hosting Controls:
1 Determine whether .NET Framework 4 or higher is running on the workstation.
a  On the Windows Desktop, click Start.
b In the Start Menu, click Control Panel.
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Troubleshooting Instructions

¢ In the Control Panel, click Programs and Features.

d Inspect the Programs and Features list for the version of Microsoft .NET Framework
Client Profile that is installed.

Determine whether a 32-bit or 64-bit version of Windows is running on the workstation:
a  On the Windows Desktop, click Start.
b In the Start Menu, click Computer.

¢ Inthe Computer Menu, System properties and inspect the value of the System type
field in the System section

Enable Managed Browser Hosting Controls if NET Framework 4 or higher is running on
the workstation.

a Open the Registry.
b  Navigate to the Subkey:
*  32-bit System:
HKEY_LOCAL_MACHINE\SOFTWARE\ MICROSOFT\ .NETFramework
*  64-bit System:
HKEY_LOCAL_MACHINE\SOFTWARE\ Wow6432Node\ Microsoft\ .NETF
ramework

Add the Dword Value: EnablelEHosting
Set value of Enable]EHosting to 1.
Close the Registry.

- 0o o o

Close and re-open Internet Explorer.
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